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APPLICTION FORM

	Company name:
	

	Company address:
	

	Place:
	

	Post code:
	

	Country:
	

	V.A.T.
	

	Commercial registration number
	

	Phone number:
	

	Fax:
	

	email:
	

	web page:
	

	Director (Name and Surname):
	

	Phone Contact:
	

	email:
	

	Contact person (Name and Surname):
	

	Position:
	

	Phone Contact:
	

	email:
	


	Standard for which apply (mark with X)

	ISO 9001:2015
	
	ISO 
14001:2015
	 
	ISO 22000:2018
	
	ISO 21001:2018
	
	Others, define
	

	FSSC 22000
	
	ISO 45001:2018
	
	ISO 50001:2018
	
	ISO

13485:2016
	
	FSSC 22000 FSMA Addendum
	
	Transition to FSSC 22000
	


In case integrated system please specify the level of the integration:
□ All in one sysytem             □ All in two sytems                 □ Single systems
Please mark the below points:
1. integrated documentation







□ Yes               □ No
2. Integrated management Review






□ Yes               □ No
3. Integrated internal audits







□ Yes               □ No
4. Integrated policy and objectives






□ Yes               □ No
5. Integrated approach to systems processes




□ Yes               □ No
6. Integrated corrective and preventive action and continual Improvement

□ Yes               □ No
7. Integrated management support and responsibilities



□ Yes               □ No

	Number of locations:
	

	Location address:  
	

	Describe the locations areas:
	

	No. of employees:
	

	In Administration:
	

	In Production & Handeling:
	

	Environmental Management Representative:
	

	Health and Safety Management representative 
	

	No. of permanent workers / Time duration:
	

	No. of seasonal workers / Time duration:
	

	No. of Shifts:
	

	No. of workers per shift:
	

	Certification scope:

	In case of no applicability, please explain the justifications of it:

	No. and description of process steps:



	No. and type of products:

	For Food sector ( ISO 22000 , FSSC22000 , HACCP ):
No. of HACCP plans: On our request, please provide HACCP plan (s), NFSA requirements status
	

	For OH&S ( ISO 45001) : On our request, please provide key hazards, risk assessment, main hazardous materials, any relevant legal obligations
	

	For EMS ( ISO 14001) : On our request, please provide Environment aspects , list of hazard materials, Environment measures
	

	For EnMS ( ISO 50001) : On our request, please provide number of energy Sources, Consumption of energy, number of significant energy uses 
	

	For ISMS ( ISO 27001) : On our request, please provide ISMS risk assessment , Risk tratment action plan and last verion of statment of applicability which stated the number of ISMS controls and obejctive controls.
	

	For ISO 22301 : On our request, please provide Business impact analysis
	

	For ISO 55001: On our request, please provide list of assets
	

	For ISO 41001: On our request, please provide list of facilities
	

	Legal and regulations that the company fulfilled:
	

	Built area of the company:
The boundaries of the EnMS including activities, facilities,

processes and decisions related to the EnMS:
	

	Production area ( m2): 
	

	Storage and expedition area:  
	

	Last date of management review and internal audit reports
	

	Are you using an outsource (subcontractors) for your process steps, if YES, please, specify for which ones: 

	If you have any management system certificates before from another CB (Specify) and in case of transfer from another CB what is the reason of transfer:
Is the certficate from another CB under sanctions or the threat of suspension with the certification body?

Yes □                      NO □
Expiring date of certificate:
Attached : Valid Certificate, last certification or recertification audit reports, subsequent surveillance reports and any outstanding nonconformities that may arise from them.
If the previous Certification Body is not accredited / the certificate has expired / the last certification, recertification or subsequent surveillance audit reports are not made available or if the surveillance audit is overdue then the organization shall be treated as a new client.

	If you use a consultant for the implementation of your system, please, specify the name of consulting company and the name of consultant:

	Describe the site safety conditions and the preferred language during the audit:

	Date and Place 
	 

	We confirm that we read and understood ACERTA'S ME certification process and policy , as well that all provided details in application form are correct and true. 


_________________

                                                                                                                                            Signature

To be fulfiled by ACERTA ME
	Date and place of application review:

	ACERTA ME– client's ID: 

	Audit type: Certification; 1st Surveillance; 2nd Surveillance; Recertification

	Certification Scope Confirmation:


	Food as per 22003-1:2022 STD and its Annex B or 22003:2013 for FSSC 22000 with its annex B

In case transition audit FSSC 22000 as per FSSC 22000 scheme V5.1 :
Scope complexity , risk category, equation and % of decreasing or increasing with justification  
For ISO 50001
C = (FEC ×WEC ) + (FES ×WES ) + (FSEU ×WSEU )
Initial certification :

Stage 1 total days:

Stage 2 total days: 
	1st Surveillance audit day calc.:

Stage 2 total days
Date:
2nd Surveillance audit day calc.:

Stage 2 total days
Date:
Recertification audit day calc.:

Stage 2 total days
Date:


	In case signal management system the audit day calculation as per IAF MD 5 Annex A for QMS , Annex B for EMS and OHSAS, FSMS as per 22003-1:2022 STD and its Annex B. 

In case FSSC 22000 V5.1 the calculation as per 22003:2013 STD and FSSC 22000 additional requirement   
In case integrated management systems the audit day calculation as per MD 11, IAF MD5, ISO/TS 22003:2022

	For ISMS as per ISO27006:2015  (table B.1 About the audit time chart) Page 22 and Annex C page 25 included Table C.1 – C.2 – C.3 and C4

	Number of employees in the scope of application: 

     
Complexity qualification
/ Activity risk 

Management

System
Risk 

Complexity
QMS
     
 NA
EMS
NA
     
OH&S

NA
     
MDS
NA

     
Factors that could increase audit time (many shifts with different processes, many sites, complex systems with lots of processes and activities, etc.)
 Factors that could reduce audit time (repeated tasks, very small site for number of personnel, maturity of MS, client is not "design responsible", et.
starting point T for the duration of the audit of the IMS : T = A + B + C
Ability to perform combined audit % =  100 ((X1-1) + (X2-1) + (X3-1) + (Xn-1))

Z(Y-1)
Level of integration % =

	Audit days
calculation
QMS
System
EMS
System
OH&S

System
Food
System
Integrated
System
Nº of days 

     
     
     
     
     
% increase
     
     
     
     
% reduction
     
     
     
     
Nº of days with increases or Reductions               
% of reduction for integration if available
Nº of days after reduction for integration 

The availability of auditor(s) competent to audit 
     
     
     
     
     
     
     
     
     
     


	Any application form data's changes (for example: number of locations, processes/products, codes etc.)



	Accepted:


	Not accepted:

Reasons for application declining:


	Audit team:


	Lead auditor:



	
	Auditor:


	EA Code/ Food category:
	

	
	Technical expert:



	Decission taker:
	Application Reviewer:
_____________________

Signature

	ALL THE INFORMATION PROVIDED BY THE APPLICANT WILL BE TREATED CONFIDENTIALLY AND IT WILL BE USED EXCLUSIVELY FOR THE PURPOSE OF THE PRESENT CERTIFICATION.


ANNEX 1 – ISMS SCOPE COMPLEXITY
Please answer the customer data and customer description on the table below to classify the ISMS scope complexity.
	Customer data

(H / LM / L)
	Customer description
	Complexity factor
	Category

	
	
	
	High (H)
	Medium (M)
	Low (L)

	
	
	# of sites (head and branch offices)

	>= 5

	>= 2

	<=1


	
	
	Complexity of the ISMS (Processes and tasks)

	Complex processes; many business units included in scope; (high number of products and services)
	Standard but non-repetitive processes; (high number of products and services)

	Standard processes with standard and repetitive tasks; (few products and services)


	
	
	The type(s) of business and regulatory .

	High risk business with (only) limited regulatory requirements. Organisation works in critical business sectors.
	High regulatory requirements. Organisation has costumers in critical business sectors.


	Low risk business without regulatory requirements.



	
	
	Previously demonstrated performance of the ISMS.

	No other MS implemented at all, ISMS is new and not established


	Some elements of other MS are implemented, others not


	ISMS is already is well established and/or other MS are in place.

	
	
	IT infrastructure complexity:

# of IT Assets (server,  workstations, PCs,  network, external interfaces, smartphones, ...)
	Few or high standardized IT platforms,  servers, OSs', databases, networks, …

                                              >5000


	Several different IT platforms, servers, OSs', databases, networks, …

                                                 >500


	Many different IT platforms, servers, OSs', databases, networks, …

                                                   >50



	
	
	Extent of outsourcing and third party arrangements. (including Cloudservice)

	High dependency on outsourcing or suppliers with large impact on important business activities; or
unknown amount or extent of outsourcing; or
several unmanaged outsourcing arrangements.


	Several partly managed outsourcing arrangements.


	No outsourcing and little dependency on suppliers;
or
well-defined, managed and monitored out-sourcing ar-rangements. Outsourcer has a certified ISMS.  Relevant inde-pendent assur-ance reports are available.

	
	
	Information System developement

	Extensive in-house or outsourced system and application development for important business purposes
	Some in-house or outsourced system and application development für some important business purposes
	None or very limited in-house system and application development



	
	
	Total number of sites and number of Disaster Recovery sites

	High availability requirements e.g. 24/z services.


	Medium or High availability requirements and no or one DR site


	Low availability requirements and no or one alernative DR site.



	
	
	For survailance or re-certification audit and
only in case of changes of the organization or the Scope:

Is the extent of changes relevant to the ISMS iin accordance with notices changes by the certified client?

	Major changes in scope or SoA of ISMS, e.g. new processes, new business units, areas, risk assessment management methodology, policies, documentation, risk treatment, …


	Minor changes in scope or SoA of ISMS, e.g. some policies, documents, etc.


	No changes since last (Re)-certification audit.




Audit Program

	□ FSSC 22000
	Initial 

Stage1
	Initial 

Stage2
	SA 1
	SA 2
	RA

	
	
	
	
	
	

	
	Plan
	Plan
	Plan
	Plan
	Plan

	Confirmation of scope, exclusions & system changes
	
	
	
	
	

	Use of marks & logos 
	
	
	
	
	

	Issues from last report, including outstanding NCR’s
	
	
	
	
	

	4 Context of the organization

	ISO 22000:2018
	4.1 Understanding the organization and its context
	
	
	
	
	

	
	4.2 Understanding the needs and expectations of interested parties
	
	
	
	
	

	
	4.3 Determining the scope of the management system
	
	
	
	
	

	
	4.4 Management system and its processes
	
	
	
	
	

	5 Leadership

	ISO 22000:2018
	5.1 Leadership and commitment
	
	
	
	
	

	
	5.2 Policy


	
	
	
	
	

	
	5.3 Organizational roles, responsibilities and authorities


	
	
	
	
	

	6 Planning

	ISO 22000:2018
	6.1 Actions to address risks and opportunities


	
	
	
	
	

	
	6.2 Objectives and planning to achieve them


	
	
	
	
	

	
	6.3 Planning of changes
6.3 Energy review
	
	
	
	
	

	7 Support

	ISO 22000:2018
	7.1 Resources


	
	
	
	
	

	
	7.2 Competence


	
	
	
	
	

	
	7.3 Awareness
	
	
	
	
	

	
	7.4 Communication


	
	
	
	
	

	
	7.5 Documented information


	
	
	
	
	

	8 Operation

	ISO 22000:2018
	8.1 Operational planning and control


	
	
	
	
	

	
	8.2 Prerequisite programs
	
	
	
	
	

	
	8.3 Traceability system


	
	
	
	
	

	
	8.4 Emergency preparedness and response
	
	
	
	
	

	
	8.5 Hazard control
	
	
	
	
	

	
	8.6 Updating the information PRP’s and hazard control plan
	
	
	
	
	

	
	8.7 Control of monitoring and measuring
	
	
	
	
	

	
	8.8 Verification related to PRP’s and hazard control plan
	
	
	
	
	

	
	8.9 Control of product and process nonconformities
	
	
	
	
	

	9 Performance evaluation

	ISO 22000:2018
	9.1 Monitoring, measurement, analysis and evaluation


	
	
	
	
	

	
	9.2 Internal audit


	
	
	
	
	

	
	9.3 Management review


	
	
	
	
	

	10 Improvement

	ISO 22000:2018
	10.1 Nonconformity and corrective action

	
	
	
	
	

	
	10.2 Continual improvement

	
	
	
	
	

	
	10.3 Update the food safety management system
	
	
	
	
	

	ISO/TS 22002:1: 2009
	Construction and layout of buildings
	
	
	
	
	

	
	Layout of premises and workspace
	
	
	
	
	

	
	Utilities – air, water, energy
	
	
	
	
	

	
	Waste disposal
	
	
	
	
	

	
	Equipment suitability, cleaning and maintenance
	
	
	
	
	

	
	Management of purchased materials
	
	
	
	
	

	
	Measures for prevention of cross – contamination 
	
	
	
	
	

	
	Cleaning and sanitizing 
	
	
	
	
	

	
	Pest control 
	
	
	
	
	

	
	Personal hygiene and employee facilities
	
	
	
	
	

	
	Rework 
	
	
	
	
	

	
	Product recall procedures
	
	
	
	
	

	
	Construction and layout of buildings
	
	
	
	
	

	
	Warehousing 
	
	
	
	
	

	
	Product information / consumer awareness
	
	
	
	
	

	
	Food defense, bio vigilance and bioterrorism
	
	
	
	
	

	FSSC 22000

Additinal requirnments
	Management of services
	
	
	
	
	

	
	Product labelling 
	
	
	
	
	

	
	Food defense
	
	
	
	
	

	
	Food fraud mitigation 
	
	
	
	
	

	
	Logo use
	
	
	
	
	

	
	Product release
	
	
	
	
	

	
	Management of allergen (C, E, F, G, I. K)
	
	
	
	
	

	
	Environmental monitoring (C, I, K)
	
	
	
	
	

	
	Transport and delivery (F, I)
	
	
	
	
	


Audit Program

	9001□             14001□    OH&S 45001□
22000:2018□       50001□    21001 same as ISO 9 □ 
22301:2019□                  20000-1:2018□
41001:2018□                  55001:2014□          
	Initial 

Stage1
	Initial 

Stage2
	SA 1
	SA 2
	RA

	
	
	
	
	
	

	
	Plan
	Plan
	Plan
	Plan
	Plan

	Confirmation of scope, exclusions & system changes
	
	
	
	
	

	Use of marks & logos 
	
	
	
	
	

	Issues from last report, including outstanding NCR’s
	
	
	
	
	

	4 Context of the organization
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	4.1 Understanding the organization and its context
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	4.2 Understanding the needs and expectations of interested parties
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	4.3 Determining the scope of the management system
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	4.4 Management system and its processes
	
	
	
	
	

	5 Leadership
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	5.1 Leadership and commitment
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	5.2 Policy
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	5.3 Organizational roles, responsibilities and authorities
	
	
	
	
	

	O45

	5.4 Consultation and participation of workers
	
	
	
	
	

	6 Planning
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	6.1 Actions to address risks and opportunities
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	6.2 Objectives and planning to achieve them
	
	
	
	
	

	O22
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	6.3 Planning of changes
6.3 Energy review
Plan the service management system
	
	
	
	
	

	50
	6.4 Energy performance indicators
6.5 Energy baseline
6.6 Planning for collection of energy data
	
	
	
	
	

	7 Support

	[image: image11.png]



O45
O22

50
20

223

41

55
	7.1 Resources
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	7.2 Competence
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	7.3 Awareness
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	7.4 Communication
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	7.5 Documented information
7.5 Information requirements (55)
	
	
	
	
	

	20

41

55
	7.6 Knowledge
7.6 Documented information (55)
	
	
	
	
	

	8 Operation
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	8.1 Operational planning and control
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	8.2 Emergency preparedness and response
8.2 Prerequisite programs
	
	
	
	
	

	[image: image18.png]



41

55
	8.2 Requirements for products and services
8.2 Coordination with the interested parties (41)

8.2 Management of change (55)
	
	
	
	
	

	20
	8.2 Service portfolio, Service delivery, Plan the services, Control of parties involved in the service lifecycle, Service catalogue management, Asset management, Configuration management
	
	
	
	
	

	223
	8.2 Business impact analysis and risk assessment
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	8.3 Design and development of products and services
Traceability system

8.2 design 

8.3 Procurement
8.2 Design and general process

8.3 Procurement
	
	
	
	
	

	20
	8.3 Relationship and agreement, Business relationship management, Service level management, Supplier management 

Management of external suppliers
	
	
	
	
	

	223

55

41
	8.3 Business continuity strategies and solutions
8.3 Outsourcing (55)

8.3 Integration of services (41)
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	8.4 Control of externally provided processes, products and services
Emergency preparedness and response
	
	
	
	
	

	20
	8.4 Supply and demand

Budgeting and accounting for services, Demand management, Capacity management 
	
	
	
	
	

	223
	8.4 Business continuity plans and procedures
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	8.5 Production and service provision
Hazard control
	
	
	
	
	

	20
	8.5 Service design, build and transition

Change management, change management initiation, change management activities, Change management policy, Service design and transition, Design, Build and transition, Release and deployment management

Plan new or changed services
	
	
	
	
	

	223
	8.5 Exercise program
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	8.6 Release of products and services
Updating the information PRP’s and hazard control plan
	
	
	
	
	

	20
	8.6 Resolution and fulfilment

Incident management, Service request management, Problem management, 
	
	
	
	
	

	223
	8.6 Evaluation of business continuity documentation and capabilities
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	8.7 Control of nonconforming outputs
Control of monitoring and measuring
	
	
	
	
	

	20
	8.7 Service assurance, Service availability management, Service continuity management, Information security management, Information security policy, Information security controls, Information security incidents
	
	
	
	
	

	O22

	8.8 Verification related to PRP’s and hazard control plan
	
	
	
	
	

	O22

	8.9 Control of product and process nonconformities
	
	
	
	
	

	9 Performance evaluation
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	9.1 Monitoring, measurement, analysis and evaluation
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	9.2 Internal audit
9.2.1 Internal audit
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	9.3 Management review
9.3 Management review
	
	
	
	
	

	20
	9.4 Service reporting
	
	
	
	
	

	10 Improvement
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	10.1 General
Nonconformity and corrective action
Nonconformity and corrective action (41,55)
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	10.2 Nonconformity and corrective action

Incident, Nonconformity and corrective action
Continual improvement
Continual improvement (41)

10.2 Preventive action (55)
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	10.3 Continual improvement
Update the food safety management system

10.3 Preventive action (41)
10.3 Continual improvement (55)
	
	
	
	
	


	ISO 13485 □
	Initial 

Stage1
	Initial 

Stage2
	SA 1
	SA 2
	RA

	
	
	
	
	
	

	
	Plan
	Plan
	Plan
	Plan
	Plan

	Confirmation of scope, exclusions & system changes
	
	
	
	
	

	Use of marks & logos 
	
	
	
	
	

	Issues from last report, including outstanding NCR’s
	
	
	
	
	

	4 Quality management system

	
	4.1 General requirements
	
	
	
	
	

	
	4.2 Documentation requirements
	
	
	
	
	

	5 Management responsibility

	
	5.1 Management commitment
	
	
	
	
	

	
	5.2 Customer focus
	
	
	
	
	

	
	5.3 Quality policy
	
	
	
	
	

	
	5.4 Planning
	
	
	
	
	

	
	5.5 Responsibility, authority and communication
	
	
	
	
	

	
	5.6 Management review
	
	
	
	
	

	6 Resource management

	
	6.1 Provision of resources
	
	
	
	
	

	
	6.2 Human resources
	
	
	
	
	

	
	6.3 Infrastructure

	
	
	
	
	

	
	6.4 Work environment and contamination control

	
	
	
	
	

	7 Product realization

	
	7.1 Planning of product realization
	
	
	
	
	

	
	7.2 Customer-related processes
	
	
	
	
	

	
	7.3 Design and development
	
	
	
	
	

	
	7.4 Purchasing
	
	
	
	
	

	
	7.5 Production and service provision
	
	
	
	
	

	
	7.6 Control of monitoring and measuring equipment
	
	
	
	
	

	8 Measurement, analysis and improvement

	
	8.1 General
	
	
	
	
	

	
	8.2 Monitoring and measurement

	
	
	
	
	

	
	8.3 Control of nonconforming product
	
	
	
	
	

	
	8.4 Analysis of data

	
	
	
	
	

	
	8.5 Improvement
	
	
	
	
	



Audit Program ISO 27001:2013
	   27001:2013□       

	Initial 

Stage1
	Initial 

Stage2
	SA 1
	SA 2
	RA

	
	
	
	
	
	

	
	Plan
	Plan
	Plan
	Plan
	Plan

	Confirmation of scope, exclusions & system changes
	
	
	
	
	

	Use of marks & logos 
	
	
	
	
	

	Issues from last report, including outstanding NCR’s
	
	
	
	
	

	4 Context of the organization

	4.1 Understanding the organization and its context
	
	
	
	
	

	4.2 Understanding the needs and expectations of interested parties
	
	
	
	
	

	4.3 Determining the scope of the management system
	
	
	
	
	

	4.4 Management system and its processes
	
	
	
	
	

	5 Leadership

	5.1 Leadership and commitment
	
	
	
	
	

	5.2 Policy
	
	
	
	
	

	5.3 Organizational roles, responsibilities and authorities
	
	
	
	
	

	6 Planning

	6.1 Actions to address risks and opportunities
	
	
	
	
	

	6.1.2 Risk assessment and risk treatment plan 
	
	
	
	
	

	6.2 Objectives and planning to achieve them
	
	
	
	
	

	7 Support

	7.1 Resources
	
	
	
	
	

	7.2 Competence
	
	
	
	
	

	7.3 Awareness
	
	
	
	
	

	7.4 Communication
	
	
	
	
	

	7.5 Documented information
	
	
	
	
	

	8 Operation

	8.1 Operational planning and control
	
	
	
	
	

	8.2 information security risk assessment 
	
	
	
	
	

	8.3 information security risk treatment plan


	
	
	
	
	

	9 Performance evaluation

	9.1 Monitoring, measurement, analysis and evaluation
	
	
	
	
	

	9.2 Internal audit
	
	
	
	
	

	9.3 Management review
	
	
	
	
	

	10 Improvement

	10.1 Nonconformity and corrective action


	
	
	
	
	

	10.2 Continual improvement

	
	
	
	
	


ISO 27001:2013 ANNEX A audit program 

	□ ANNEX A of ISO 27001 :2013
	Initial 

Stage1
	Initial 

Stage2
	SA 1
	SA 2
	RA

	
	
	
	
	
	

	
	Plan
	Plan
	Plan
	Plan
	Plan

	Risk assessment , risk treatment plan 
	
	
	
	
	

	Last version of the statement  of applicability 
	
	
	
	
	

	A.5Information security policies

	A.5.1.1
	Policies for information security
	
	
	
	
	

	A.5.1.2
	Review of the policies for information security
	
	
	
	
	

	A.6
Organization of information security

	A.6.1.1

A.6.1.1
	Information security roles and responsibilities
	
	
	
	
	

	A.6.1.2

A.6.1.2
	Segregation of duties

Segregation of duties
	
	
	
	
	

	A.6.1.3
	Contact with authorities
	
	
	
	
	

	A.6.1.4

A.6.1.4
	Contact with special interest groups

Contact with special interest groups
	
	
	
	
	

	A.6.1.5
	Information security in project management
	
	
	
	
	

	A.6.2 Mobile devices and teleworking

	A.6.2.1

A.6.2.1
	Mobile device policy


	
	
	
	
	

	A.6.2.2 

	Teleworking
	
	
	
	
	

	A.7Human resource security

	A.7.1
	Prior to employment


	
	
	
	
	

	A.7.1.1
	Screening


	
	
	
	
	

	A.7.1.2
	Terms and conditions of employment
	
	
	
	
	

	A.7.2
	During employment

	
	
	
	
	

	A.7.2.1
	Management responsibilities


	
	
	
	
	

	A.7.2.2

A.7.2.2
	Information security awareness, education and training
	
	
	
	
	

	A.7.2.3
	Disciplinary process
	
	
	
	
	

	A.7.3

	Termination and change of employment
	
	
	
	
	

	A.7.3.1
	Termination or change of employment responsibilities
	
	
	
	
	

	A.8Asset management

	A.8.1
	Responsibility for assets
	
	
	
	
	

	A.8.1.1
	Inventory of assets

8.2 Prerequisite programs


	
	
	
	
	

	A.8.1.2
	Ownership of assets
	
	
	
	
	

	A.8.1.3
	Acceptable use of assets
	
	
	
	
	

	A.8.1.4
	Return of assets
	
	
	
	
	

	A.8.2.1
	A.8.2 Information classification
	
	
	
	
	

	A.8.2.2
	Labelling of information
	
	
	
	
	

	A.8.2.3
	Handling of assets
	
	
	
	
	

	A.8.3
	Media handling
	
	
	
	
	

	A.8.3.1
	Management of removable media
	
	
	
	
	

	A.8.3.2
	Disposal of media
	
	
	
	
	

	A.8.3.3
	Physical media transfer
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	A.9Access control

	A.9.1.1
	Access control policy
	
	
	
	
	

	A.9.1.2
	Access to networks and network services
	
	
	
	
	

	A.9.2
	User access management


	
	
	
	
	

	A.9.3
	User responsibilities


	
	
	
	
	

	A.9.4
	System and application access control
	
	
	
	
	

	A.10 Cryptography

	A.10.1
	Cryptographic controls 
	
	
	
	
	

	A.10.1.1
	Policy on the use of cryptographic controls
	
	
	
	
	

	A.10.1.2
	Key management
	
	
	
	
	

	A.11Physical and environmental security

	A.11.1
	Secure areas
	
	
	
	
	

	A.11.1.1
	Physical security perimeter
	
	
	
	
	

	A.11.1.2
	Physical entry controls
	
	
	
	
	

	A.11.1.3
	Securing offices, rooms and facilities
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